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Important Notice

You must read and agree to the License Agreement and conditions of use before you
commence using the product. If you do not agree, you must return the whole package to the
point of purchase.

Netvoyager thin client devices have been made to pass all relevant EU safety standards. If
you have any doubts about installation or operation, visit our website at
www.netvoyager.co.uk.

Disclaimers

This document is being supplied to you solely for information purposes and may not be
reproduced or distributed to any other person or parties in whole or in part for any purpose.
The information provided in this manual is intended for instructional purposes only. This
document is subject to change without notice and does not represent a commitment on the
part of the manufacturer. Every effort has been made to make this guide as complete and
as accurate as possible, but no warranty or fitness is implied. The author and the publisher
shall have neither responsibility nor liability to any person or entity with respect to loss or
damages arising from the use of information contained in this guide. Netvoyager Technology
Limited accepts no responsibility or liability for errors, omissions, or misleading information
that may be contained in this manual.

Copyright

This manual is copyrighted by Netvoyager Technology Limited. All rights are reserved. This
document may not, in whole or in part, be copied, photocopied, reproduced, translated, or
pre-produced on any electronic medium or machine-readable form without prior consent.

© 1999 — 2010. Netvoyager Technology Limited. All rights reserved.

Contact Details

Web : www.netvoyager.co.uk
Email : support@netvoyager.co.uk
Trademarks

ICA® is a registered trademark of Citrix Systems, Inc. MetaFrame ™ is a trademark of Citrix
Systems, Inc. Ericom® and PowerTerm® are registered trademarks of Ericom® Software
Ltd. Microsoft®, Windows®, Windows® NT®, Windows® 2000 and Windows® 2003 are
either registered trademarks or trademarks of Microsoft Corporation. Java® is a registered
trademark of Sun Microsystems, Inc. ThinPrint® is a registered trademark of ThinPrint
GmbH.

All other products and corporate names appearing in this manual may or may not be
registered trademarks or copyrights of their respective companies, and are used only for
identification or explanation and to the owner’s benefit.
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Safety Precautions

Contact with AC electrical mains can cause a severe electric shock and could be lethal.

1. Never remove the cover from any Netvoyager thin client products. There are no user-
serviceable parts inside it, but there are some high-voltage live parts.

2. Follow the set-up instructions in this manual to make sure all electrical connections
are made properly.

3. Do not connect any equipment to the mains supply until you have properly connected
all the other leads.

4. Disconnect the Netvoyager thin client device’s mains plug from the mains socket
before disconnecting any equipment from its rear panel.

5. Never push anything into holes, slots or other openings in the Netvoyager thin client
devices unless specifically detailed in this document.

6. All Netvoyager thin client products have been designed with ease of use in mind.

Caution

Do not unplug Netvoyager thin client devices whilst in use.

2. Do not use or store Netvoyager thin client devices in hot, cold, damp or dusty places
as this could affect the unit's performance and may prove to be a fire hazard.

3. Do not block the ventilation holes of the unit.
Never stand the unit directly on soft furnishing or carpets, as this will stop the device
getting the required ventilation.

5. Do not put anything on the Netvoyager thin client device that might spill (e.g. drinks,
plants, etc).

6. Do not place the unit in an unventilated cabinet or on top of a unit which emits heat
(e.g. video recorder).

7. Do not stack Netvoyager thin client devices on top of each other. Always leave a gap

of at least 5cm above and around it to allow for sufficient ventilation and passage of
air.

Never remove the box’s metal cover or plastic front.

A service should be carried out only by an authorised Netvoyager service centre or
Netvoyager authorised engineer.
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Netvoyager Terms & Conditions

Software Usage

You should read and understand all the terms and conditions in this user manual. The
software is owned by Netvoyager or its licensors. Using this software indicates acceptance
of all the terms and conditions contained within this user guide.

Netvoyager Technology Limited Software End User Licence conditions Definitions

“Software” means the software applications, utilities and modules embedded within the
Netvoyager thin client products.

“Netvoyager thin clients” refers to the device to which this documentation relates and which
incorporates the software.

Licence granted, conditions and restrictions

Netvoyager grants you a non-exclusive, worldwide (subject to export controls), royalty-free,
non-transferable licence to use the software within the Netvoyager thin client subject to all
terms and conditions in this manual.

You may not use the software in conjunction with any other computer hardware other than
the Netvoyager thin client; copy all or part of the software; incorporate all or any of the
software into other programs developed by or on behalf of you and/or used by you; reverse
engineer, decompile or disassemble the computer hardware or software in the Netvoyager
thin client; rent, lease, gift, loan, sell, distribute or transfer possession of the software in
whole or in part.

Termination

This licence is effective until terminated. You may terminate the licence by destroying the
software and all copies thereof. This licence will terminate automatically without notice if you
fail to comply with any of its provisions. Upon termination you must destroy the software and
all copies thereof or return the Netvoyager thin client device.

Disclaimer

In no circumstances will Netvoyager be liable for any direct, indirect, consequential or
incidental damage, including loss of profits, business interruption and loss of data arising out
of the use or the inability to use the software or hardware however caused, save to the
extent that such liability is not capable of exclusion at law. These limitations of liability apply
even if Netvoyager or a third party reseller have been advised of the possibility of such
damage occurring.

This end user licence will be governed by the laws of England. The above terms and
conditions supersede any prior agreement oral or written between you and Netvoyager
relating to software.

Netvoyager LX Series Administrator’s Guide (v3-45) Page 5 of 68
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Introduction

Congratulations on purchasing Netvoyager LX Series Thin Client Technology. The
Netvoyager LX Series thin clients are fully featured thin clients based on Netvoyager’s
embedded Linux operating system, Lithium™,

The LX Series thin clients provide powerful and flexible computing capabilities for networks
that have many types of servers as well as Web resources. Using the LX Series thin clients,
you can initiate simultaneous, multiple connections to Windows 2000 Servers, Windows
2003 Servers, Windows NT Terminal Servers, UNIX-based servers, mainframes,
minicomputers, intranets, and the Internet.

This Administrator's guide is primarily intended for Thin Client administrators. It aims to
describe how to set up and to use the Netvoyager LX Series of thin clients. Please note that
it does not aim to describe the workings of server systems or the meanings of network
related terms and technologies.

This guide is divided into the following sections:

Getting Started which covers instructions for a quick installation
Administering the Thin Client considers the configuration of global settings
Setting up Connections looks at how to set-up server connections and sessions

Advanced Administration covers detailed topics of advance configuration

Netvoyager LX Series Administrator’s Guide (v3-45) Page 6 of 68
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Getting Started

Before using your Netvoyager LX Series the client, ensure that the hardware, consisting of
the thin client, display monitor, mouse, keyboard and network connection are properly
installed.

Booting the thin client for the first time

The first time when you power on the thin client it goes through the booting sequence and
displays the Configuration Wizard. The Configuration Wizard helps you to set the thin client
with the minimum settings to allow you to use it effectively.

1. Select the language from Configuration Wazard
the drop-down list box. Click
Next.

Welcome,..

“Elvnyayer Thiis Wizard will help you to set up wour Terminal

WM g ar Plaass select vour lahglags and press Mest o procead

Eniglish {u5] i

Otieerwitse, IT you do ot press Next, then atter 30
SRCOHES,
the: Terminal will rebool with the defaull setlings.

[est =-]

Figure 1: Configuration wizard to set the language

The Model type and the | Configuration Wzard |
version information of the thin
client are displayed.

| e ki oo

netvoyager - PR

Wersion @ %3.30

Click Next to move on to the
next  configuration  screen
which  will allow you to
configure the keyboard
options.

= Back| Mest =

Figure 2: Model and version confirmation

Netvoyager LX Series Administrator’s Guide (v3-45) Page 7 of 68
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2. Select from the drop down
list of languages the keyboard
language that is suitable for
your implementation.

3. The Netvoyager LX Series
enables you to choose from two
user interfaces; Kiosk mode
and Desktop mode.

Kiosk mode is particularly
useful when you wish to publish
a full environment, whereas the
Desktop mode is useful when
you wish to publish standalone
applications.

4. This panel allows you to
configure the display resolution,
refresh rate and colour depth.

Depending on the Netvoyager
LX Series model, the supported
resolutions can vary.

Before moving on to the next
configuration  panel, it is
advisable to test the selection
that you made are compatible
with your monitor by pressing
the Test button.

| Conilguration Wiz

Hoey banard conTiguration
Plaasn chonad the suttaila leyout Tor your kaybosd

netvayager

Jar

French [fr|

= Back| Maxt =

Figure 3: Configuration to set the keyboard language

Comfiguration Wirand

User nlerface

nEt"ﬂyagEr Flreasa celecl your Taworie interace
© 1990 200 iy

& Riosk Mode
£ Deskhop Mode

< EE.Ek!i Mext =
Figure 4: Configuration to set the user interface mode
Comfiguration Wizand

Display
nEt"ﬂyﬂyEr Pleass choose the sultable deskiop size and color depth
P I e Bl T WOLF SCTEER

Resoilion G000 B He i Ted|

Calors ﬂ #4 hils - True colors

[ida ;1 15 highly racommendad b Teat #ie display satings
lafore proceeding. The Test button will temparanly apply
WaUr new EMNGs. I b2El res0lullon succasls, Your deskop
shall displey 2 message L your configurabon is corect
and thal you can alain #ie setirgs. I et esoludion &l e
black acieen), please iy aliet scrasn wesolition 2etlings

= EH.Ek;NEHJ'-

Figure 5: Configuration to set the display mode
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5. This value is used by
Unix/Linux systems as a
hostname and by ICA or RDP
servers as the name of the thin
client device.

The default Hostname utilises

the last six digits of the
device’'s MAC Address.
6. The following panels

enables you to configure your
Ethernet connection.

For each network device
detected, you will be prompted
to configure the ethernet
settings which include its
speed and whether to use
DHCP or Static IP address
allocation.

7. If you chose in the previous
panel static IP allocation, then
panel would appear.

This allows you to enter the IP,
Network Mask and Gateway IP
addresses.

Other more detailed network
configuration ~ options  are
available once you have
completed the initial thin client
quick start wizard process.

Confiparation Wizard
IIEI Fﬂfﬂgﬂr YOll CAN N0 CAODSE & Ae HOSIRAmE foF vour Terminal
M il Hostrame
L
< Back | Next >

Figure 6: Configuration of device hostname

Confgurnton Wzard

Mtk

Ethermet. 1 | Aeabol Serveangicier G, Oid
AL -FTARET I T I )

Tha IF informadion far this Terminal hs been suppliad by
DHCFP. Selgcd v'as o uge DHCP F informaion. S2lect Mo b
uze gtalic IP Kfomation.
Frass Meod bo continue.

B Yeg |wantto uge DHCP

& Mo, IWwartto uze a #ieic P

Matenrk spend Aulo gelack —1
= Hack | Mext = |
Figure 7: Network Configuration
Configuration YWieand

P Infsnmation

IIEI Fﬂyﬂyﬂr Ethermel 1 | Gealed Semcamordnr G, 8

PRI : ATL-ATI ST FATE TN |

Yokt must now apecily e fmilowdng netvork informadion. IF
you do fot keow i irformalion; ask kol nebuork
adminlsiralor.

IP Aedgess ;[ 18927 00.10.15:

Hatmast.: [

Gateway . |197,100,10.10

= Hack | Mest >]

Figure 8: Static IP Configuration
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8. This panel allows you to | Configueation Wiant

enter the domain name used by

your local network for Domain t Duanain anl DHS

Name Services. If needed, type NRIVOVOE B
the IP address of a DNS and/or j’ ﬂ N e ke |

Yau must nose spec i e fallosdng netbom Infarmation. IF
a WINS server on yOUI' vl do hek know this information, agst woul nahuok
network.

admnlzirador.

ot o e e e

DM : [153.252.19.4 l99.25¢

Other more detailed network
configurations are available
once you have completed the
initial thin client quick start
wizard process.

WiNS: |197,100.10,75

L L
Domnaln : |mangrove-systems.fr

fBaJ:KiNE:xl:-i

Figure 9: Configuration of device DNS and Wins

9. This is the completion of the [ i T s e
quick start process. |

Conratulatios |

At this point, the thin client will
reboot with the configuration
settings that you have
previously completed.

This Termmal has Been SUCcaasuly 85t up
Fleaee prass End b rebont

= Back| End

Figure 10: Network Configuration Completion

Rescue panel

During booting time, the Netvoyager thin clients allow you to access a Rescue Panel. To
access this rescue panel, press ‘Shift+B’ during the boot-up process where indicated. This
Rescue Panel can be used to;

Reset Video Settings

Reset to Factory Default Settings

Create an Hardware Diagnostic Report

Stop or Start a new upgrade

Netvoyager LX Series Administrator’s Guide (v3-45) Page 10 of 68
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User Interface Modes

The Netvoyager LX Series thin clients provide you with two modes of Graphical User
Interface (GUI), Kiosk and Desktop modes. In this section we will describe the two modes

and their associated uses.

Kiosk Mode

The Kiosk mode is particularly useful when you wish to publish a full desktop environment
such as a Windows Desktop or Unix/Linux Desktop session.

The Kiosk mode is similar to the Microsoft Windows Based Terminal user interface which is
available on the Netvoyager CE Series thin clients.

The Kiosk mode displays a single window named Connection Manager which enables you

to:

Display configured connections (Connection tab & Configure tab)
Start or stop connections (Connection tab)
Create, edit or delete connections (Configure tab)

9. The Connection Manager
features a Network Indicator
which informs you about the
activity of the onboard ethernet
card.

It also features the display of
Time and Date and a mixer
button which allows adjusting
sound settings.

At anytime, by pressing F2 key,
the Connection Manager will
launch the Setup Manager.

[ Comnacton Manage {Press F2 far satup)
Connectons | Sorfigure!

| Correctorn Hame Type

'Slam,p

5 Add FE EdE i Celeiz

iEE A &)

wozos [P

Figure 11: Kiosk Mode Connection Manager
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Desktop Mode

The Desktop mode graphical user interface is the traditional Windows/Linux type desktop. It
provides a status bar and menu to allow the user to create and launch sessions.

This mode is particularly useful when the administrator wishes to publish or give access to
standalone applications such as ICA seamless applications, built-in web-browser from a
desktop environment. It is useful if the administrator wishes to maintain a legacy graphical
user interface for multiple sessions.

The desktop displays short cuts to
the configuration consoles as well
as short cuts to sessions.

The task bar also displays the
network activity and the time.

The Start Menu gives access to
configured session connections.

It also shows active connections.
The administrator can also change

the theme of the thin client from
the Start Menu.

|3l 0]
Figure 12: Desktop Mode Layout

BWean

The Desktop mode task bar also shows some useful shortcuts.

= ¢

——1 Shows the active session connections —— Provides access to the sound settings

1
724 “at

Connection Manager Console Opens the Setup Manager Console

GUI Hotkey Summary

Kiosk Mode

Ctrl + Alt+? or? Display the next/previous connection
Ctrl + Alt + End Display the Connection Manager

F2 Launch Setup Manager

Desktop Mode

Ctrl+ Alt+? or? Display the next/previous connection
Ctrl + Alt + End Minimize all active connections

Netvoyager LX Series Administrator’s Guide (v3-45) Page 12 of 68
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Administrating your Netvoyager LX Series Thin Client

Overview

The Netvoyager LX Series of thin clients can be configured to meet the exact requirements
of your networking architecture and business requirements. This can be achieved by using
the Setup Manager, which can be accessed by pressing F2 at any time.

Administration of the Netvoyager LX series thin clients is built around an internal web server.
This offers a unique setup tool for both local and remote administration. For further
information regarding remote administration, please see page 66.

By pressing F2 which launches the Setup Manager, this effectively invokes this internal web
server.

The Setup Manager contains a Setup Mg [
navigation frame on the left and a o 5
display frame on the right. e
= I i |- voyager

The navigation frame contains & Comsnctises
various options which you can set ';Lﬁ:;'_
and configure the system. :“..,T I
By clicking an option in the L Comfiguration b
navigation frame, the related = Ll i
setup window is displayed in the i
display frame in which you can set her
the parameters. 4 S e

|
The Close button at the bottom of ul Qo
the window closes the Setup Figure 13: Setup Manager Console

Manager session.

The options in the navigation frame are grouped under the following sub-sections:

Administration
Connections
Configuration
Network
System

Time

Netvoyager LX Series Administrator’s Guide (v3-45) Page 13 of 68
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Administration Section

Setup

The configurations and setup
functions of the Netvoyager LX
Series thin clients can be
protected from unauthorised
access through an administrator
password.

In this section, you can also
enable and disable remote
configuration by a remote web
browser.

Remote shadowing is provided
also provided wusing VNC
protocol.

Once enabled, this option allows any VNC client available on the network to connect to the

Mote : Only the 16 first characters are saved.

Set Administrator password ;

Enter password again :

Allow Femote Administration (HTTF) -

port : IBD

Allow Fernote Shadowing (WRCY

Warh while Shadowing :

Alow remote access (S5H)

H 3 H N

Save |

thin client and showdown a device to monitor its activity.

If the administrator password has been previously set, then this password will be required for
remote shadowing. If “Warn while shadowing” 5 set, this will advise the user of the thin
client that a remote shadowing request is taking place giving them the option to accept or

refuse this shadowing request.

Remote Access is also provided using SSH protocol. Once enabled, this option allows any

SSH client available on the network to connect to the thin client.

If an administrator password has been previously set, then this password will be required for

Figure 14: Setup Administration Parameters

Remote Access. For more details regarding this feature, please refer to page 66.

Netvoyager LX Series Administrator’s Guide (v3-45)

Page 14 of 68




D=(vayager

User Permissions

This feature enables the
administrator to control the user
access to each of the various
configuration options available
in the navigation frame.

By default, all the options in the
User Profile are disabled for
security reasons giving the
administrator the option to
enable items if they required.

Every navigation option has the
following user access controls;

o abesdrteatisn
» Schup u @
- !!I EEI;EEPIE =t
o Dosnec o
 Clopal inlepred.
» G0al 08
« Banlpiratn |
DT =TT
| SetUser Profie by selecing s=cuilty rede for each feste,
44 Coedigurioe |
[F .
Gl S0 ey T
» Eigis Senbi | ot . - _
& Rt = || EnbalicA Setngs [ Cissbilea =
& Serialpon I
g ,,_LL,“:‘}“ ([ ot imiemet setmge [ Dl =
An o | =ty i
 Srreen 2 |{ user imerace | Diseiled =
= ot I Sl
|[ comturaton I Cigshlad =
& . i Ae=ad s Wi
7 mjm; IIV m__ - N Arsd ok
: D"H: Mouning =i :!Fnrl:. Banars | D ads e
(o} Do

Figure 15: Thin Client User Permissions

Read and Write access: If set, then the option is displayed in the navigation frame,
and the user will be able to view or modify the configuration of this option.

Read only: If set, then the option is displayed in the navigation frame, and the user
will only be able to view the configuration of this option.

Disabled: If set, then the option will not be displayed in the navigation frame.

The Connection Manager
displays the Configure Tab
accordingly to User Permissions
set.

By default the Connections-
Configuration is disabled,
therefore the configure Tab is
not available to the thin client
user after the Setup is secured
by a password as outlined in
figure 16.

Conmaction Menaner A{Press F2 far setup)

Corrections
| Ehatin

connachon Hams THRE

ki
= End |

| 1142 Ak

,E,'l Cornect |

h
w B 1201 =004

£
n

Figure 16: Connection Manager

Once an administrator password is set, you will have to login first as Administrator before
being able to administrate the thin client. For this purpose, you will have to click on Setup in
the navigation frame, and then enter the administrator password.

Netvoyager LX Series Administrator’s Guide (v3-45)
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Connection Administration

Global Internet Connection Settings

The Global Internet Settings
contain  internet connection
parameters that will apply to all
Netscape or Mozilla
connections.

Please note that values contain
in this section will overwrite the
internal values of Netscape or
Mozilla, if any are set.

This configuration screen
contains settings for the Proxy
HTTP you may use on your
corporate network. You may
wish to bypass the Proxy HTTP
for particular domain names or
IP ranges.

Prow=y HTTF :

] Part :

Frox=y FTP :

I Fort :

Froxy GOFHER :

I Fort :

Prowy SOCKS :

| Port :

Prowsy S5L :

| Port :

(AN iR

Mo praosy far

Example: yahoo.com, google fr

Froxy auto-configuration URL : ‘

Mote : These Internet Global Settings will overwrite Firebird Internal Settings at each startup.

| Add plugins shortcuts to desktop : |

r

Save |

Figure 17: Global Internet Connection Settings

For this purpose, you can fill the “No Proxy for” field using following syntax;

For domain name;

.yahoo.com Proxy will be bypassed for this particular domain name

For IP range

192.168.2.0/24 : Proxy will be bypassed for IP Addresses starting with 192.168.2
192.168.2.0/16 : Proxy will be bypassed for IP Addresses starting with 192.168
192.168.2.0/8 : Proxy will be bypassed for IP Addresses starting with 192

Netvoyager LX Series Administrator’s Guide (v3-45)
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Global ICA Connection Settings

The Global ICA  Settings | B Mager
contains ICA session 9 . 3
parameters that will apply to all =~ :';J""“ @
ICA connections. SR

Ly Db s
These parameters are the most i
commonly used parameters for 'w
ICA connections. o Ui s it Al o

L Canngeratan _ SRR T 2

i Erabls CORE port weapping - | r —_

You can perform bi-directional el e
mapping between serial devices " S - |
that are attached to the thin A I N
client (e.g. scanners, serial Sl e
printers) and the Citrix Server's = i s ' T |
COM pOftS :% ] i @ Mapal diki on @ anple ki 1l -
You can also set the device to = 2 e
ignore particu|ar ICA errors. Figure 18: Global Citrix ICA Connection Settings

In order to retrieve the information of available Citrix Servers and Published Applications,
you will have to define the Default network protocol and the list of primary and backup Citrix
browser servers (several entries allowed).

This section will help you

. . & Map all disks on a single letter
specify Storage Drives to be

mapped within ICA sessions. Map on lefter  Mong |

The thin client allows either to Mote - This option aliows you fo mep il focal disks on %smgfe detter
. O Witraiows server, s fetter Wi contailty 28 many 1oiders &5 disks

map all Drives detected on the aetected onio the Teminal inciiding hol-plugged LS8 dewices).

system a single letter OR to

. . i Map each disk on a different letter
map each Drive on a different i

letter (See page 26). Mo local disk to map
I I i ini Mote - Tiis cplion allow pou lo map each jocal oisk on 2 aiferent leffar.
By pressmg . Edlt WfC"er_]t'l_n ! Thiz reguires ;‘f:' fale e {:.;caf arsk ﬂefecfea‘ beibre being able fo map i1
button, this will open the built-in
wiclient.ini file with a text editor. || Save|
. . . | Edit manually Wfclient.ini file

This allows adding, removing or e —

. . . . | Clientini
modifying registry  entries. ‘ O
Please note improper || SSL Certificates
modifications to these registry ‘ View certificates |
entries can cause the ICA client L _ - _
malfunction. Figure 19: Global ICA Drive Mapping Settings

For further information about wfclient.ini file and its parameters, please refer to your Citrix
Documentation.

Netvoyager LX Series Administrator’s Guide (v3-45) Page 17 of 68
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By pressing the View
Certificates button, the thin
client will display ICA SSL
Certificates that has been
installed into the system.

To add a certificate, press the
Add button and use the files
explorer to search for *.crt files
(within /tmp/browse directory).

To add a certificate, press the
Add button and use the files
explorer to search for *.crt files
(within /tmp/browse directory).

‘ Back| Add| Delete]

Figure 20: Global SSL Configuration

Current directary fimphrowse
Files : *.crt
[
[]
[
Ok! Cancel'

Figure 21: SSL Certificate Inclusion
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Global RDP Connection Settings

The Global RDP Settings contains RDP session parameters that will apply to all RDP
connections. Please note that the use of these parameters might depend on the version of

the Windows Server you connect to.

You can perform bi-directional
mapping between serial devices
that are attached to the thin
client (e.g. scanners or serial
printers) and the Windows
server's COM ports.

The same functionality is also
available for devices connected
to LPT1 port.

You can also specify Storage
Drives to be mapped within
RDP sessions, allowing you to
either map all Drives detected
on the system a single letter OR
to map each Drive on a different
letter (See page 26).

| Enakile mapping of Serial port 2 ¢ | ]
| Enakle mapping of Serial port 3 | ]
| Enable mapping of LFT1 : | =
O Map all disks on a single letter
Mag on letter Mone _1 I

MNate - This gplion aliows vou fo map alf loca! disks on & single effer. On Windows
server, s islter will condain a5 many folders as disks delecied ondo the Terminal
(g hot-plugged IS8 devices).

& Map each disk on a different letter

MNate - This oplion aliow vou to map each ool disk on & different lefter. This
requires i have the local disk delected before being abie fo map it

Mo local disk to map

Force Bitragp Updates |

=

Do not send Motion Events

Shiow window while draciging

Thernes

|
:I
Desktop background : |
il
Menus and windows animation : |

H HE EH @

Save I

Figure 22: Global RDP Setting

The Global RDP settings include User Experience parameters such as:

Show window while dragging

Desktop background

Themes

Menus and windows animation

These parameters affect the network bandwidth consumption. Therefore, they can be used
in order to fine tune the RDP session over low bandwidth connections. By default, User

Experience parameters are set to on.
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Session Configuration

This section allows the creation, T e g
- . ;

ediing and  deletion of = | - _

connections. - ﬁ Connections

For a better understanding of

e Seting b Comectons =T
the “Setting up Connections” R

section of this guide which is + Gkl

dedicated to this topic. L e
» Db G0
G

Furthermore, connections can G

be set from the Connection b E] tow| paks|
Manager available from the S
Kiosk and Desktop GUI mode. L otwart:

e

o Choga

Figure 23: Session Connections

User Interface Configuration

As described earlier, the T e
¥

N_etvoyager LX Se_ries of thin = | - _
clients feature two different user - ﬁ Connections
environments: Kiosk Mode and S s
Desktop Mode. bl
w Ghbal inkimed

Moving from one environment El%
to the other requires a system - | el =

L Confgeratun : la}
reboot. it il ———

] :W Taslbas |0 aton Biotan of e scaen

The Kiosk Mode does not St
require any settings. The LR e
Desktop Mode a"OWS the : ﬁﬁﬁm M}ﬁk“dkﬂwﬂ -:lnnm:s.c*r:m nrw; whin agmn;um;mm ;uulss:r;:ﬂ
selection of the taskbar location = & seiwe S
and visibility (Auto Hide/Always b |
Visible). kel

Figure 24: Graphical User Interface Configuration
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Configuration Parameters

Data Storage

This section displays all Storage
drives detected by the thin
client. These drives can be:

Internal Drives
Floppy Disk Drives
Hard Disk Drives
CD-Rom Drives

Network Drives
SMB Network Drives
NFS Network Drives

USB Drives
Flash Drives
Floppy Drives
CD-Rom Drives
ZIP Drives

Setup
I 2l
t:: Administration
® Setup
» Uset permissions
&} Connections
& Global Internet
seflings
» Global ICA
Settings
» Configuration |t,,, Intemal drives
w» User nterface
£ Configuration ‘ Mo Internal drive detected
= Dafa storage -
» Fonts Servers  — ti Hetwork drives
= Frinters
» Serial port |Sharefun7W2K Enabled =
» Dizplay
» |nput |Share_0n_umx ‘ Enabled [
» Language
Screen Saver o
:M |¢,,, USB devices ‘ Enabled =
" |D\skOnKey
tei Metwork
o Hosts File | Save| B
= Configuration x| =l
{2t Close

Figure 25: Data Storage Configuration

Before using any new drive for your connections, please make sure the drive is properly

detected within this section.

Each storage drive can be individually enabled or disabled. Once detected and set to
enabled, storage drives will be available while using connections to servers (i.e. Windows
Terminal Servers, Citrix, Unix Servers) and while using local connections (i.e. Emulator,

Web-browser).
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Font Server

If you require fonts in addition to
those provided, you have to set
up this section.

Please note that the Font
Servers have to be installed and
properly  configured before
attempting to configure the
Netvoyager thin client.

The thin client allows the use of
external fonts either through
XFS or NFS services. Do keep
in mind that XFS is known to
offer better performance than
NFS.

The Test button allows checking
settings of the Font Server.

However, you can ensure that
the Font Server is properly
working by checking the bnts
used within X11R6 applications
(Emulator,Browser,X11,Telnet).

Please note that a Font Server
newly created will only be taken
into account after reboot of the
thin client.

By default, the thin client will
use the local fonts first. If fonts
required are not available within
the local fonts list, then thin
client will use the remote fonts.

This behaviour can be reversed
by pressing the Change button.

| Prefer local fonks Change I
| XFS
| CEdit| Mew| Delete]| Test]
| MFS
| (Edit| Mew| Delete| Test]

Figure 26: Fonts Server Configuration

‘ Server P ‘ ||

Port - ‘ |

Warning : system will test the IP before saving. The operation may take a few minutes.

‘ Sauel Cancell

Figure 27: XFS Server Configuration

| Server [P | ||

Remote Path : | |

Warning : swstem will test the mounting before saving it. The operation may take a few
minutes.

Savel Cancell

Figure 28: NFS Server Configuration
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Local Printer Configuration

The Netvoyager thin clients Setup M
allow the definition of several & comectors |
rinters. « Global Infernet

When local several printers are gjﬁtﬁ

configured, you will have to set 3 Configuration

up one as the Default Printer. o et e ‘
» Frinters

The Default printer will be first E—TQAILM

displayed when setting up print s e

job within local applications | ™

(Emulator, Browser, Xpdf). R zot] o] Dot
» Configuration
» Disks hounting

In case of ICA connection, the -l

Default printer will be auto- | & System |

created in the user session onto 7

the MetaFrame Server.

Figure 29: Local Printer Configuration

The Netvoyager LX Series thin
clients use a LPR server to
handle Print Jobs. LPR server ‘
also receives Print Jobs from | F.nmerNa\me:| M
|
|

local applications and from the
network (LPD protocol, SMB
protocol, ICA protocol, ThinPrint
protocol).

Location : | Local
Metwark (Lni=) %
Creg Metwork (smb)

Figure 30: New Printer Configuration

Whenever the LPR server receives a Print Job, it sends it to the configured printer.
Depending on the Print Job format i.e. raw format or pre-formatted, the LPR server may
require to use printer drivers.

The Netvoyager LX Series thin clients feature a set of drivers for most commonly used
printers:

Text Only Printers
Postscript Printers
HP Printers
Epson Printers
Lexmark Printers

The thin client allows the declaration of Local or Network Printers SMB or LPR.
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Setting Up a Local Printer

A Local Printer is a printer
physically connected to the thin
client.

Its configuration requires that
you first define the printer model
that matches its requirements.

Direct Printing allows printing
without spooling print jobs. This
enables complex print jobs, but
the application which is sending
the print job may pause for a
while.

The Windows Driver Name
field specifies the exact name of
the printer driver displayed on a
Windows Server. This option
will only be used in following
cases:

ICA Connections
RDP Connections
SMB Printing Protocol

If you have already found a Printer Model in the list of printers, that matches your

Windows driver name :

& Postscript
& Testonly
©  HF 2000C =1
TP | @ CERGHEEI000 —
& Epson Stylus Color 400 _|]
O Lexmark 4076 (PCL |
| Default Printer | M
| Force page ejection : | E
‘ Faper size : | MNone — 1
| Direct printing : | =
| |

Thinprint Class :

IRENIRT T CRArRCIers, WIth o BIERK

Thinprint Kame :

1

‘ Thinprint Port : | [4000
‘ Port : | LPT1 _1!
‘ Save] Cancel‘

Figure 31: Local Printer Configuration Detall

requirements and printer type, there is no need to use this field.

If you use a ThinPrint Server, then you can also configure your ThinPrint Client settings at

this stage.

The ThinPrint Client does not use pre-existing queues on the thin client. Instead, it sends the
decompressed print jobs directly to the printer. For more detailed information about setting

up a ThinPrint Client, please refer to your “ThinPrint” manual.

In case you wish to send a print job to this printer through LPD Protocol, please note that the

LPD Queue Name will be the name you gave to the printer.
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Setting Up a SMB Printer

A Network SMB Printer is Printer located on your network that handles the SMB Protocol.

Before setting up the Printer, you will need to know all settings of the SMB Shared Printer
(IP Address, Share Name, Username and Password — if required).

Postscript

Text only

N Canon bic-1000 | |

Epsaon Stylus Color 400 | I

o
o
©  HP2000C =)
o
o
o

Lexmark 4076 (PCLY I |

Wincows driver name :

Default Frinter -
Force page ejection : -
Faper size : Mane | I
Server Mame I
Share ; |
Login : I

Passward :

|
|
Save I Cancel I

Figure 32: SMB Printer Configuration Detail

SMEB Warkgroup :

| |
| |
| Server IP ‘ |

The Windows Driver Name field allows you to specify the exact name of the printer driver
displayed on Windows Servers.

This option will only be used in following cases:
ICA Connections
RDP Connections
SMB Printing Protocol

If you have already found a Printer Model in the list of printers, that matches your
requirement, there is no need to use this field.
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Setting up a Network LPD Printer

A Network LPD Printer is printer located on your network that handles LPD Protocol. Before
setting up the printer, you will need to know all settings of LPD printer (IP Address and
Remote Printer Name — known as Queue Name).

Postseript

Text anly

T :
e Canon bic-1000 1 |

Epson Stylus Color 400 1 |

o
o)
©  HP2000C =] |
o
o
o

Lexmark 4076 (PCLy | |

Winclows driver name ||

| Default Printer : | Il

| Force page ejection : | -

‘ Faper size : | More | |
IF Address : |

Femcte Frinter MName : |

‘ Save | Canicel |

Figure 33: LPR Printer Configuration Detall

The Windows Driver Name field allows specifying the exact name of the printer driver
displayed on a Windows Server.

This option will only be used in following cases:

ICA Connections
RDP Connections
Printing trough SMB Protocol

If you have already found a Printer Model in the list of printers, that matches your
requirement, there is no need to use this field.
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Display Configuration

The thin client is set with the following default display settings:

Display resolution @ 800x600 pixels
Colour depth @ 16-bit colour

In the dropdown list, the thin client displays a selection of resolutions and frequencies
supported by the device.

Resolution 1024768 B0 Hz | |
Colars =| 16 hits -[35535 colors =]
Mote :

The Test button shall not be used while connections are active. It is highly
recommended to test the display settings before proceeding. The Test button will
tempoararily apply your nesw settings. If test resolution succeeds, your desktop shall
display a message that your configuration is correct and that you can retain the
seftings. If test resolution fails (i-e black screen), please try other screen resolution
settings.

Figure 34: Display Configuration Detail

It is highly recommended to use the Test button before saving new screen resolution
settings. The Test button will apply your new settings temporarily. If resolution test
succeeds, your desktop will display a dialog box prompting you to save settings. If resolution
test failed, a black screen appears, and you need to try other resolutions and frequencies.
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Input Device Configuration

This section allows you to configure input devices such as Keyboard, Mouse and touch
screen controller.

Keyboard

You can configure the Netvoyager thin client to enable or disable the default NumLock status
after the system boots. Keyboard delay sets the delay time between pressing a key and the
start of the auto repeat mode.

Character repeat rate sets the speed at which repeated characters appear per second. By
default, the support for Deadkeys is enabled. Deadkeys are special keys that create specific
characters when combined with other keys (&, U; fi...).

Belgium (french) (b
‘ Danish (dk)
| Keyboard configuration Finnish (i
‘ Choose your keyhoard : ‘ French ifr) =5 ] French (ff) L‘\?
Germany (gr
‘ MumbLock on hoot : ‘ On = |tEl|3|' I:it:l ¥ I:g :I
‘ Keyboard delay : ‘ Short =] [talyi142) (it142)
‘ Character repeat rate ‘ Fast = [l‘_dattifr‘: P;mEI;iC:l:inljl:laj
etherlands (n
| Enable dead keys | [ waegian (nnj
| Mouse settings Poland (pl)
‘ Mouse speed : ‘ Medium I Fortugal (pt)
| Left handed configuration : | E Russian I:ru:l
=wiss French (s
‘ Sutohide mouse cursor : ‘ after 5 sac, Ei ] Swiles o I:I:Sf:lg:l
| Touchscreen configuration Spain (sp)
‘ Mode : ‘ Disabled  Enable] swedish (sv)
United kingdom {uk)
‘ Savej
Usa (us)
Figure 35: Input Devices Configuration Figure 36: Keyboard

Multi-language Support

Mouse

Netvoyager LX Series thin clients support both standard 3 buttons mice on PS/2 or USB.
The mouse cursor can be set to hidden which might be useful in case no mouse is attached
to the terminal.

Touchscreen
Touch screens from Elotouch (Accutouch and Intellitouch on serial port). The built-in
graphical calibrating utility allows you to fine tune the touch screen settings.
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Serial Port

In addition to the standard serial port settings, you can also set-up TCP redirection. TCP
redirection is useful to access the thin client's serial interface directly from a remote host.

Flow rate : HE00 | |
Flow: Contral © Harclware | I
Character length : i) 1 |
Parity : EVEN I |
Stop bits - 1 | |

TCP redirection

Enahle TCF redirection : - port - IW
Transzfer mode : Fa —
Timeout (in =) : ID—
Usze Cizco 105 baud rates : | r

Save I Carcel I

Figure 37: Serial Port Configuration

Each serial port can be mapped to a TCP/IP port. The TCP redirection enables you to
choose between three transfer modes:

Raw: This mode transfers all data as-is between the TCP port and the serial port

Telnet: This mode runs the telnet protocol on the TCP port to set up telnet
parameters

Modem: This mode turns on the monitoring of the modem lines

The Timeout value enables you to specify the period of inactivity after which the port shall be
freed for other connections.
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Language Support

You are provided with the feature to configure the language for the Setup Manager and the
Connection Manager.

Francais (fr) Save|

Deutschland (gr)
Italizn (i)

Latin american la)
Spain (sp)

English {us)

[
Figure 38: Language Support

Screen Saver

After a certain period of inactivity defined in minutes, you can set a screen saver to be
activated automatically.

Enable screen saver : =
Timeout {in mn’ |3—
Screen saver Mode Clazsic — |
Slideshow mode slicle | |
Slicleswhow mount : | Ho local disk detected
Slicdeshaw interwal {in =) |1—

Save |

Figure 39 - Screen Saver Configuration

The screen saver can be used to display digital media. The digital media must be stored on
a local drive detected by the thin client (See page 26).
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XHost Permissions

This section allows you to specifying XWindow hosts that will be granted to connect to the
thin client local X-Server.

Authorized hosts for X connections

Al DEIEtEl

Figure 40 - Setup Manager: Configuration - XHosts

Add a new X host

Enter IP or hostname - | || |

Savel Canu:ell

Figure 41 - Setup Manager: Configuration - Add new XHost
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Network Configuration

Hosts File Configuration

If no DNS (Domain Name Service) is used on your corporate network, you can provide a list
of hosts to translate between IP address and Hostname.

» Global Internet

o Sobaica ELE[% Network

Settings

» Configuration
» User Interface

t-i Configuration

e Data storage Hosts File
e Fonts Servers .
» FPrinters

» Serial port

» Display

» Input

e Language

@ SCreen Saver
» xhosts

t-i Metwork

» Hosts File

e Configuration P.dd' Edit| Delete'

® Disks kounting
» Tools

i System

» Factory Defaults
» Information

» Shutdown 2

#} Close

Figure 42 - Host File Configuration

Add a new host

Hast IP || |

Haost Hame [ |

Saue' Cancel'

Figure 43 — Adding New Hosts to the Host File
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Network Adapter Configuration

This screen allows you to configure various settings related to the onboard Ethernet device
and other add-ons Ethernet devices (Wireless LAN, Fibre Optic, Token-Ring).

The Hostname value is used by Unix/Linux systems as a hostname and by ICA or RDP
servers as the client name. The default Hostname utilises the last six digits of the device’s
MAC Address. If the DHCP is set to do so, Hosthame may be set automatically. When
enabled, the Dynamic DNS support allows the thin client to register itself into the DNS server
of your corporate network. This feature requires that the appropriate rights on the DNS
server.

While using several Ethernet devices, you might want to disable certain devices. For this
purpose, you can use the Devices to disable field.

Netvoyager LX Series thin clients support Rdate and NTP Time Servers. Once configured,
the thin client will fetch the date and time from the server using TIME or SNTP protocol for
automatic synchronisation of computers. If the DHCP is set to do so, Time server may be set
automatically.

| Setup Manager |
@ Printers | =
e Serial port ‘
® Display
® |nput :
& Language ‘ Host : | I
® Screen Saver -
& Hhosts | Enahle Dynamic DS support | =
Ethernet adapter 1
b BRI Devices to disahle : r- _ -
[T ‘Wireless adapter 1
» Hosts File
e Configuration : ]
a Disks Mabatin ‘ ROATE Timeserver | ] 197.100.10.75
e Tools
‘ NTF Timesarver : | |
i System
Enable SME S s it [T Ethernet adapter 1
nable erver Support on :
o Factory Defaults PR [ Wireless adapter 1
» |nformation
Shutd
: REEDDthn ‘ ShB Workgroup - | |
» Upgrade
Eirtrrwvare | Enable Local Master Browser : | Il
s ‘ save| Reset]
» Set Time and | Hetwork devices
Date
» Timezane ‘ Ethernet adapter 1 = I Edit Davice
%} Close ‘

Figure 44 - Setup Manager: Network — Configuration

In case of several Ethernet devices are detected, you can enable the support for SMB
Server for each device. The name of the workgroup on which the thin client shall register
itself can also be specified at this stage. By enabling SMB Server, the thin client will be able
to share its local resources with other computers on the network, may these local resources
be Printer(s) or Storage device(s).

Local Master Browser is a feature that shall be used when no WINS server is available on
your network. Otherwise, SMB protocol may not work. By default, the option is disabled.
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Ethernet Devices

Choose the Ethernet Devices you want to configure. For each device, you can select either
to set it up in DHCP mode or in Static IP mode.

| Hetwork devices

| Ethernet adapter 1 [k Edit Devicel

Wireless adapter 1

Figure 45 - Setup Manager: Network — Configuration — Ethernet Devices

IP Configuration

In Static IP mode, you will have to assign manually a fixed IP address that is not already
used on your network. If needed, type the domain name used by your network for Domain
Name Service (for instance, Netvoyager.co.uk).

If you need to route network traffic in and out from your network, you will have to specify the
IP address of the gateway (several entries are allowed when separated by a space).

DNS and WINS servers can also be set up at this stage (several entries are allowed when
separated by a space).

In case you face problems with the auto-negotiation mode between the thin client and your
network hub/switch, you can set a fixed network speed.

Productrane | P o,
| Type : ‘ Static Change to dhcp'
| IP Addrass - ‘ [192.100.1051
| Domain : ‘ |mangr0ve..com
| Gateway ‘ [192.100.10.10
| Netmask : ‘ [255.255.255.0
| DM - ‘ [152.100.10.1 192.10C
| WINS - ‘ [Taz.100.102]
| Metwark speed : ‘ Auto select —
| < Elac:kl Resetl Save devicel

Figure 46 - Setup Manager: Network - Configuration - Static IP configuration
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DHCP Settings

DHCP stands for Dynamic Host Configuration Protocol. It enables the Netvoyager thin client
desktop to get its IP Address, Domain, Gateway, Netmask, DNS and WINS, Time Server,
Workgroup and eventually its Hostname from remote servers. This section allows you to
configure the settings of the built-in DHCP client software.

Timeout (in s} : | |50

RFC 1541 compliance :

Compatibilite RFC 3004

Allow hostname resolutian ;

Force sending confirmation message :

| | E| =

Set Wendar Class 1D |

Set Client 1D : |

Set User Class 1D ; |

Back| Save

Figure 47 - Setup Manager: Network - Configuration - DHCP settings

The timeout value specifies in seconds how long the Netvoyager thin client desktop will try to
get an IP address. The default value is 60 seconds. You can change this value to suite your
DHCP server response rates.

RFC 1541 is a backwards compatibility option that shall only be used for DHCP servers that
only handle this protocol. By default, this is disabled.

RFC 3004 makes it possible to pass client-specific configuration parameters from the DHCP
server to the Netvoyager thin client desktop according to following identifiers: Vendor Class
ID, User Class ID, Client ID.

Allow Hostname resolution feature forces the thin client desktop to set its hostname with the
hostname option supplied by DHCP server. By default the thin client will not set hostname.

Some DHCP servers might expect a client to send receipt acknowledgement message
before replying. Enable this option of this feature is required by your DHCP server.

User classes are typically created for administrative reasons, such as to identify all DHCP
clients in a specific site or location. For example, all thin clients, computers and printers
located on the same floor in an office building might be assigned or configured as part of the
same user class.

If your DHCP network is large enough to benefit from user classes, you can freely customise
your DHCP environments with them. In most cases, the user class provides a way to assign
and override standard DHCP option values set at either the server, scope, or reserved client
level.
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Vendor classes are typically created for the enhancement of vendor-specific DHCP
functionality. Vendor classes are most helpful to vendors for managing DHCP option
assignments based on vendor-specific needs without disturbing other non-vendor DHCP
clients.

With a vendor class, options are passed to clients using the Vendor specific information
option, which encapsulates the options it sends. This helps non-vendor clients to recognize
the information as vendor-specific and ignore and discard it as needed.

Client ID represents some unique identifier for the client; for example, an Ethernet or MAC
ID. This type of macro makes it possible to pass client-specific configuration parameters.

Wireless LAN

In case the Netvoyager thin client desktop detects a Wireless LAN device (PCI card,
Cardbus or USB adapter), you will be prompted to configure extra settings specific to this
kind of device.

The Wireless supports WEP 64 Bits and 128 Bits encryption:

- For 64 Bits encryption, the WEP key will contain 10 characters in Hex format;
52:B7:99:0B:A2

- For 128 Bits encryption, the WEP key will contain 26 characters in Hex
format; 52:B7:99:0B:A2:52:B7:99:0B:A2:52:B7:99

Wireless Settings
551D [Wireless
Mode . Infrastructure — |
Lg Channel : |
Use Wep : Yes 1
Key 1 |
Key 2 : |
Key 3 |
Key 4 [40:41:42:43:44
Default Key : 4 1 |
< Eiau::kl SEVE devicel Heluadl

Figure 48 - Setup Manager: Network - Configuration - WLAN settings
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Disk Mounting

Disk Mounting enables access to or storage of data that are available on your network as
shared drive or directory. Once you have configured a Disk Mounting, the mounted disk will
be displayed within Data Storage section (see page 24) as a Network Drive.

Setup Manager

& Printers =l
® Serial port

o Dizplay =t
o Input #
s Language

® SCreen Saver
& AXhosts

[5]®

: Hetwork

» Hosts File

& Configuration
» Disks hMounting
» To0ls

i System

& Factory Defaults

& [nformation

& Shutdown

= Rehoot

» Upgrade
Firmware

(Edit| New| Deiste| Test]

Time

» Set Time and
Date
® Timezone

it Close

Figure 49 - Setup Manager: Network - Disk Mounting

The Netvoyager thin clients allow for the creation of either SMB Disk Mounting or NFS Disk
Mounting.

Mame : ”
Type : | SMBE
MFS [%

Lreame Disk Mnunting| Cann::el|

Figure 50 - Setup Manager: Network - New Disk Mounting
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SMB Disk Mounting

The SMB stands for Server Message Block. This protocol is very useful because it is the
default protocol used by Microsoft Windows NT, Windows 95/98, Windows 2000 and
Window XP to share disks and printers. This protocol is also known as Samba on UNIX
hosts.

Server Mame : ||

Server IP : |

Share - |

Uszer |

Passwaord |

Damain : |

Warning : system will test the mounting before saving it. The operation may take a few
minutes.

Save| Cann:ell

Figure 51 - Setup Manager: Network - SMB Disk Mounting

NFS Disk Mounting

NFS stands for Network File System. The NFS server exports a file system and the NFS
client (your thin client) associates this to a mount point of its own file system. So the
exported file system will be a logical part of the Thin Client’s file system, while it physically
remains on server-side.

Server ||

Remote Path : |

Warhing : system will test the mounting before saving it. The operation may take a few
minutes.

SEl'-.-'El Cancell

Figure 52 - Setup Manager: Network - NFS Disk Mounting
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Tools

For ease of administration and support, the Netvoyager thin client desktops include network
tools to help with the diagnosis of any network related problems.

Setup Manager

» Printers 2l

» Serial port

» Display = L2
» Input 3o

® Language
® Screen Saver

& xhosts

Hetwork

» Haosts File

= Configuration
& Dizks Mounting
» To0ls

IP Address [ Host Hame | Command

I | _oing|

& Factory Defaults ‘ | ‘ traceraute |

i System

» |nformation
» Shutdown
= Reboot

= Upgrade
Eittisyare

Network status

ifconﬂgl

Time

& Set Time and
Date
» Timezane

Ll

%} Close

Figure 53 - Setup Manager: Network — Tools
Ping

Ping is a basic program that lets you verify that a particular IP Address exists and can accept
requests. It also provides some information relating to the time it takes for packets to travel
between the thin client and the destination address.

.google,akadns.net (F6,102,11,99%: 5k
bytes from 66,102,11,99: icmp_seq=0 tt1=50 time=36.2 ns
4 bytes from 66,102,11,99: icmp_seq=l t11=00 time=135.2 ns
4 bytes from 66,102,11,99: icmp_seq=? t11=50 tine=89.3 ms
4 bytes from 66,102,11,89: icmp_=seq=3 t11=50 time=32.0 mns
4 bytes from BE,102,11,89: icop_seq=4 t11=50 time=31.7 mn=
4 bytes from 66,102,11,99: icmp_seq=D tt1=090 time=104.4 ns
4 bytes from 66,102,11,99: icmp_seq=6 t11=50 time=111.2 ns
4 bytes from 66,102,11,99: icmp_seq=7 t11=80 tine=86.7 ms
4 bytes from 66,102,11,89: icmp_seges tH1=50 time=91.2 ns
4
4
4
4
4
4
L

bytes from 66,102,11,89: icop_seq=d t11=50 time=26.5 mns

bytes from 66,102,11,99: icmp_seq=10 t11=50 time=56.6 ns
bytes from 66,102,11,99: icmp_seq=11 tt1=50 time=53,1 mnz
bytes from 66,102,11,99: icmp_seq=12 tt1=50 time=132.5 ms
bytes from 66,102,11,89: icmp_=seq=l3 t11=50 time=34.0 nz
bytes from 66,102,11,89: icmp_seq=14 t11=00 time=34.7 nz
bytes from 66,102,11,99: icmp_seq=15 t11=50 time=83,1 mg

Figure 54 - Setup Manager: Network — Tools — Ping
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Traceroute

Traceroute is a utility that records the route (the specific gateway computers at each hop)
through the Internet between your computer and a specified destination computer. It also
calculates and displays the amount of time each hop took. Traceroute is a handy tool both
for understanding where problems are in the Internet network and for getting a detailed
sense of the Internet itself.

traceroute

traceroute to waw.google.akadns. net (6A.102,11.89%, 30 hops max 40 hyte packets
1 192.100,10,10 (192.100.10,10) 7.118 ms 8.083 ms 9.355 m
?  ACaen-102-2-1-1.w183-252 ,abo.wanadoo.fr (183.292.213.1) 55 533 nz BA.876 n
= 359,788 ms

3 GE1-1-158,nccae?0l .Caen, francetelecon,net (80,10,188,1) 44,096 ns 73,503 n
g 43,431 ms

4 pos3-1,nraub303 . Aubervilliers  francetelecom,net (193,252,99,62) 50,16 ns 4
5,04 ms 42,551 ns

5 193,251,126,10 (193,291,126,10) 44,883 ms 105,672 ms 57,344 ns
6 S0l-0-0, TELBBZ Telehouse,opentransit.net (193,251,241,173) 79,139 nz 44,72

1 ms 151,406 m

7 Bo3-0-0, TELBBl Telehouse,opentransit.net (183,251,243,153) 65,943 nz 58,04
ng 73,956 ns

8 LanbdaNet-13237.tlh,giga,parix,net (198,32,247.76) 75,788 nz 126,477 mz B
1.4

ns

9 LDCH-1-pos023,fr, lanbdanet et (217,71,96,53) 84,363 ms 45,1 ns 45,253 ns
10 F-1-pos300.de. lanbdanet .net (217.71.96.33) 142,963 ns 63.141 n= 69.78 ns
11 F-8-ethl00-0.de. lanbdanet .net (217.71.105.110% 55.319 ms 56,048 ns 57.39

12 Google-F.de, lanbdanet ,net (217 ,71,111,38) 64,206 ns 71,494 ns 130,052 ns
13 % % %

14 & % %

|

Figure 55 - Setup Manager: Network - Tools- Traceroute

Ifconfig

Ifconfig is a utility that displays the settings of the Ethernet devices detected by the
Netvoyager thin client desktop.

ifconfig

fu] Link encapilocal Loophack
inet addr:127.0,0,1 Mask:255,0,0.0
UP LOOPBACK RUMMIMG MTU:16436 Metric:l
F¥ packets:nld errors:0 deopped:0 overruns:0 frame:d
TH packets:ibld errorsi0 dropped:D overruns:0 carrier:0
collizions:0 txogueuslen:O
R¥ bytesi184748 (161.1 kiB) TH bytes:154748 (151,1 kiB)

lan Link encap:Ethernet HUadd~ 00:09:5E 154 :7F :DF
inet addr:182,100,10,172 Beoast:197,100,10,255 Mask:255,255,255.0
P BROADCAST WOTRAILERS RUNNIMG MULTICAST MTU:1800 Metric:l
F¥ packets:84108 errars:0 dropped:) overcuns:0 frane:l
TH packetsi164134 errors:0 dropped:l overrunsi0 carrier:Q
collizions:0 txoueuslen: 100
R¥ bytesi3826476 (3.7 MiBE) TH bytes:817668871 (87.5 MiB)
Interrupt 115 Baze address:Owxl00

Figure 56 - Setup Manager: Network - Tools — Ifconfig
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System

Factory Default Settings

This option will reset all the settings of Netvoyager thin client to its factory default settings.

Note that all your settings will be lost. You will see the Configuration Wizard after reboot.

Reset and Reboot NOW |

Figure 57 - Setup Manager: System - Reset to factory default settings

Information Panel

This panel provides a summary of the main information and configuration of your Netvoyager

thin client desktop.

General

Hastriame - | LETClient_1

Fiarn size : | 218 MB

Fiam free : | 213 MB
Wideo card : | savage TwisterSavage
Wideo ram ; | 3 MB

Flash size - | 245 MB

Madel ; | LEBT Pro+
ersion : | V2.40 Build 2. 40401 1

Ethermnet adapter 1

Froduct name :

Realtek Semiconductor Co,, Ltd. RTL-8139/8139C8139C+

State : Active
MALC address 00:50:41:02:39:.A0
Lze DHCF : Yes

Expiration tirne :

Fri Jun 26 16:34:35 1936

IP address :

192.168.2.69

Version of installed applications

Fead

Hardware diagnostic

i=

Figure 58 - Setup Manager: System - Information Panel
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ICA

Citrix ICA client for Linux version 7.00.77757

MOZILLAFIREBIRD

Mozilla version 1.5 Firefox version 0.8

PHAGENT 1CA Browser
DIALUFP ADSL pppoe version 3.4
DIALUP [SDM ippd version 3.2p1
FFTF pptp linux client version 1.2.0
ROFP A Remote Desktop Protocol client version 1.3
REXEC rexec version 1.0

SHELLSCRIFT

Shell Script execution version 1.0

S55H openssh version 3.5p1, 33h protocol version 1.5°2.0
TARAMTELLA Tarantella Mative Client version 3.30.923
TELMET Telnet From busybox version 0.60.5

TERMINAL-EMULATOR

PoverTenn InterConnect for Linux version 6.7.1

WHC

VHMC viewer version 3.3.3r1

LAl

Remote X connection based on X server version 4.3.1

All trademarks, trade names and corporate names are properties of their respective owners.

Back

Figure 59 - Setup Manager : System - Information Panel - Software version

The Terminal Emulator module is a user added option. The units do not s
product. This line item will only appear if this module is installed.

In case of troubleshooting, this feature can be used to generate a Hardware Diagnostic
Report that can be examined by you or Netvoyager thin client supplier. Output methods for

this report are either by FTP or by Floppy drive if available.

hip with this

Moade : |

ftp

Server | |

Fart |21

Directary :

Login :

Passwoard ;

Back |

Generate the repart |

Figure 60 - Setup Manager : System - Information Panel - Hardware report
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Shutdown

Shutdown ?

Figure 61 - Setup Manager: System — Shutdown

Reboot NOW|

Figure 62 - Setup Manager: System - Reboot

Reboot
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Upgrade Firmware

Your thin client device can perform a firmware upgrade using FTP o HTTP. The upgrade
can be a partial (only one part of the firmware is upgraded) or a total upgrade (the firmware
is fully upgraded).

FTP Upgrade

|

‘ Server : ‘ |192.168.1.1D

‘ Port - ‘ [21

‘ Directory : ‘ |fupgrades

‘ Pratacal : ‘ ftp Change to httpl
‘ Login : ‘ |mangrove

‘ Password : ‘ |Freees

‘ shmy Optinnsl Hesetl

Figure 63 - Setup Manager: System - FTP upgrade

HTTP Upgrade

Server : ‘ |192.168.1.1D|
Directory : ‘ |/upgrades
Pratacal : ‘ http Change to ﬂpl

‘ Port : ‘ |an

Shmy Optinnsl Hesetl

Figure 64 - Setup Manager: System - HTTP upgrade

Upgrade options

On the left side of the Upgrade menu, the upgrade parameters are displayed. The dropdown
list can contain several entries such as:

All (i.e entire upgrade)
ICA Client (i-e only ICA Client will be upgraded)
RDP Client (i-e only RDP Client will be upgraded)

al Upgrade'

Figure 65 - Setup Manager: System - Upgrade options
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Time and Date

Time and Date

Setup Manager

» Printers =
o Serjal port

» Display
® |nput
w Language

® SCreen saver
s Mhosts

P
'

: Metwork

& Hosts File

® Configuration
» Disks bountin

S day : 14 — | manth :  January 1 | VBEFZIZDDﬂf

i System

=
",

Kiosk format @ day / month f year | |

w Factary Defaults

s Information Haurs : Minutes - |
8 Shutdown SER—— 18—_|| I——

e Reboot
» Lparade Ly Save|
Eirtaare
Hote :
ti Time E
) If your system has heen confiqured to use a timeserver the time will be reset
. E'EttTlm—EE\nd whenaver you connect to the network.
ate
e Timezone

{} Close
Figure 66 - Setup Manager: Time and Date

If your system has been configured to use a Time Server, the time will be reset according to
the Time Server whenever you connect to the network.

Time Zone

Current Timezone : GMT
Current Time : 14 January 2004 15:18:21

Choose your geographic zane :

africa 1 ‘ Select'

Figure 67 - Setup Manager: Time and date - Time zone
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Setting up connections
Overview

This section describes the type of connections available and how to set them up on the
Netvoyager thin client desktop.

Connection Manager (Press F2 for setup) |
Connections ' I13|:Jr11"|,|:;ure"-l
Connection Mame Type i Startup
03:20 PM $
Add | Edit | Delete | ‘
P @ i 14 0104 [ |

Figure 68 - Connections: Overview

The Connection Manager is the central administration tool for all kind of available connection
types. The device can be configured locally or remotely through the Setup Manager. Within
the Configure Tab, you will be able to Add, Edit or Delete Connections.
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Available Connections

Mame - il
Type : 1CA I
Create New| Cancell
(3
Figure 69 — Connections: Add Connections
Pressing the Add button opens up the |-ga
Connection Type List dialog-box. Select the |:1
session type you want to add. MOZILLAFIREBIRD
PHRAGEMT
The available connection types in this menu DIALLE
depend on your particular Netvoyager thin client
model. FFETF
ROF
REXEC
SHELLSCRIPT
maH
TaRAMTELLA
TELMET
TERMIMNAL-EMULATOR
W
211

Commonly used settings

Figure 70 - Connections: Type of
Connections

Every connection features some common settings that are displayed. These describe the

behaviour of the session that is being created.

Interface : LAaM _ I

Screen Size - Full screen 1 |
| Lz futomatic star - | -
| Add to Menu | [l
| dd shortcut to desktop - | -

Figure 71 - Connections: Commonly used settings
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Interface

The Netvoyager thin client allows you to link connections created with a specific network
interface. The available options are display:

Onboard ethenet device

Other ethernet devices (Wireless Lan, Fiber-Optic, Token-Ring...), if any.
Dial-Up connections (PPP, PPoE), if any.

VPN connection (PPTP), if any.

“ Interface : L ‘
DIALUP - ISP

Figure 72 - Connections: Commonly used settings - Interface

If the interface selected is a Dial-Up connection, whenever the connection starts, it will first
establish the Dial-Up connection then attempt to create the session.

Screen size

This allows you to choose how the connection screen will be displayed. The Netvoyager thin
client provides the following connection display formats;

Specific screen sizes lower than the one currently set will be displayed,
Fit to Screen
Full Screen

“ SCreen Size . Full screen

Fit to =screen I% -
a00=E00
B O 50

Figure 73 - Connections: Commonly used settings — Screen size

In Desktop Mode;

Connections started in Full Screen mode use the whole screen size except the
Taskbar if set to Always Visible. They are started without any borders so the user is
not able to move or resize the window.

Connections started in Fit to Screen mode use the whole screen size, except the
Taskbar is set to Always Visible. They are started with borders so the user is able to
move or resize the window.

In Kiosk Mode;

Connections started in Full Screen mode use the whole screen size. They are started
without any borders so the user is not able to move or resize the window.

Connections started in Fit to Screen mode use the whole screen size. They are
started with borders so the user is able to move or resize the window.
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Automatic Start

Once set to Automatic Start, connections are started automatically at boot up of the thin
client. By default, this option is set to off.

“ Automatic start I

Figure 74 - Connections: Commonly used settings — Automatic Start

Add to Menu

This allows the connection to be listed into the Start Menu or the Connection Manager. By
default, this option is set to on.

|| Add to Meny =

Figure 75 - Connections: Commonly used settings - Add to Menu

Add Shortcut to Desktop

This allows displaying a shortcut for the connection on the Desktop (only available in
Desktop Mode). By default, this option is set to off.

“ Add shortcut to desktop - [

Figure 76 - Connections: Commonly used settings - Add Shortcut to Desktop
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ICA

ICA stands for Independent Computing Architecture. This network protocol created by Citrix

Systems, Inc is used by servers running Citrix MetaFrame, WinFrame, NFUSE servers.

Connection Hame ;

| Metaframe

Metwork protocol

Default |

Server location :

Search far :

Serveri Pxpplin:atil:nnl

SEMYET

ser :

Fasgward

Ciamain :

Application ;

Warkdir

Encryption

Basic

Firewall mode :

Default =

Firewall address :

|0.0.0.0

Fireveall port

aaund

Cache :

Data compression :

Zolars ¢

8 hits - 256 colors |

kaouse click feedback. :

Auto o |

Local text echo :

oiff ==

Figure 77 - Connections: ICA
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In order to retrieve the information of available Citrix Servers and Published Applications
across your network, you will have to define the network protocol used by server
broadcasting. In Server Location field, you can specify the IP Address or the DNS Name of
the Citrix Master Browser.

By pressing the Search for Server or Application, it will display a dropdown list of Citrix
Servers or Published Applications. If no entry is returned, you will have either to modify the
Network Protocol and/or the Server Location.

If needed, you can manually enter the IP Address or the DNS Name of the Citrix Server.

User Name, Password and Domain may be entered here to be used for the ICA session.
They will automatically be handed over to the server so that you don’'t have to be typed by
the user at the login screen.

The ICA Client allows starting an application instead of starting a Full Desktop session. For
this purpose, you can define the application name with its extension and the pathname of the
working directory to be used (e.g. excel.exe) and its working directory (e.g. C:\Program
Files\Office).

Encryption increases the security of your ICA connection, specially if used over a public
network. By default, basic encryption is enabled, so ensure that the Citrix server supports
RC5 encryption before you choose any higher encryption level.

When enabled, sounds and audio from your applications will be transmitted to the thin client
and its speakers. The higher the audio quality you select, the more bandwidth is required to
transfer the audio data.

Data compression is usually set to on. However, in certain environment where network traffic
is already being compressed by an edge device (e.g. WAN routers), this option has to be set
to off.

When working over low bandwidth connections (Dialup), Administrator can reduce the
speedscreen latency by fine tuning the Mouse Click Feedback and the Local Text Echo.
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RDP

RDP stands for Remote Desktop Protocol from Microsoft. The Netvoyager thin clients use
the open source RDP implementation of Microsoft RDP Protocol. It allows connections to
Windows server NT 4 TSE, Windows server 2000 and 2003 with terminal services.

Connection Mame |W1ndu:uw32EII33
Search for Server I
Server . [ [199.0.01 Fart I
Llzer I
Pazzwoard I
Crarmain I
Application I
Workdir I
Colors : 8 bits - 256 colors —i|
Attach to consale | Il
RDF Protocol version RDF 5.1 | I
Fernote computer sound : Bring to this computer | |
Encryption : Enabled s |
Force MT4 license model | [l

Figure 78 - Connections: RDP

You can enter manually the IP Address or the DNS Name of the RDP Server. By pressing
the Browse button, the thin client releases broadcast packets asking for all available servers
and Published Applications.

RDP allows automatically starting an application. If you wish to do so, then you will need to
enter the application name (e.g. excel.exe) and its working directory (e.g. C:\Program
Files\Office).

User Name, Password and Domain may be entered here to be used for the RDP connection.
They will automatically be handed over to the server so that you don’'t have to type them into
the logon screen.

Depending on the version of the Windows Server you have, you can select either to use the
RDP 5.1 protocol or the RDP 4.0 protocol. When available on the server, you can select to
redirect the sound to the thin client.
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X11

X11 is a commonly used term for X Window connections. It allows you to connect to XDM
servers for remote X desktops. This is generally Unix/Linux based servers.

Connection Mame - ||,_Jni}{

A0M mode query —

aerver (indirect and guery modes) . |

Exit after session ending (guery and broadcast r
fmodes) :
Enahle esound (I

Figure 79 - Connections: X11
There are four common types of XDM sessions:

Direct requires specifying the server you will connect to using this connection.
Chooser presents you a list of possible servers at connection time. This list consists
of servers located by a broadcast.

Indirect works similarly to direct, but allows the specified server to redirect you to
another server.

Broadcast will connect to the first server that responds to a location broadcast.

The Netvoyager thin client desktops feature a sound daemon that allows you to redirect
sound over TCP/IP from a host to a thin client. The sound daemon used is Esd
(http://www.tux.org/~ricdude/overview.html).
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PN Agent

PN Agent stands for Program Neighbourhood Agent. This application was created by Citrix
Systems, Inc and enables you to connect to servers running Citrix NFUSE and then display
on your desktop all published applications which are available for use.

Connection Hame : NFuse_Server

PHAGENT

Connection Marme : [ MFuse_gerver |

Server : [ |

Fort :

User : [ |

Fassword ; [ |

Dornain : I |

RL for config =mi file : I | Default |

Dizplay Applications icons on desktop | -

Figure 80 - Connections: PN Agent

User Name, Password and Domain may be entered here to be used for the PN Agent
connection. They will automatically be handed over to the server so that you don’'t have to
type them into the logon screen. Otherwise, a Logon window will pop up asking for the user
connection details.

Biz=

Figure 81 - Connections: PN Agent - Published applications on Desktop
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Connection Manager (Press F2 for setup)
CthECtiDﬂS\'\CDﬂﬂgurE\'\
ZConnection Marme Type el Status
[ Ebuream FRAFFLICATION
- [3] Excel_2003 FRAFPFLICATION
[ word_2003 FHAFFLICATION
B anrdpad FRAFFLICATION
A2 Windows_2003 RDP
® 0536 FM $
Connect | End Shutdown ‘
& ¥ 14012004 [

Figure 82 - Connections: PN Agent - Published applications on Kiosk

Netvoyager LX Series Administrator’s Guide (v3-45)

Page 55 of 68




s ﬂ]@[tvmgﬁr

Tarantella

Tarantella is an application that enables you to connect on a Tarantella Entreprise Server.
Tarantella Enterprise Server delivers a web-based access to server-based applications
running on Windows Terminal Server, Unix or Linux Server and Mainframes.

Connection Mame : Enterprise

TARANTELLA

Connection Mame ;

Server P | |

User : | |

Application : | |

Figure 83 - Connections: Tarantella
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Terminal-Emulator

The Netvoyager thin client desktops can accept installable ad-ons either from Ericom
Software Ltd (PowerTerm) or Pericom Software Lrd (TeemX). There is a basic configuration
interface for either terminal emulation products that allow the unit to launch either of these

modules.

This feature is only available on e LX1010 model.
purchased separately from their respective owners, provided the module is the Netvoyager
supported Linux module. The add-on respective configurations are stored separately in a

temporary location until the device is set to factory defaults.

Either of these modules have to be

Connection Mame ;

| Ernulation

Keep Alive Timeout

[0

Hide Menu Bar :

Hide Status Bar

Hide Button Bar

Hide Toal Bar ;

H B EH H

Figure 84 - Connections: Emulator

This configuration screen only allows you to set the display settings. All settings related to
terminal emulation shall be made within the emulation software itself.
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Rexec

By using Rexec, you can display locally an application running remotely on a Linux/Unix
server.

Connection Mame : |F§emote_App5

Server : |

User |

Passward |

| Export $DISPLAY variahle : | [l

&pplication : |

&

| Add "-display $DISPLAY:0" to command line - | ]

Figure 85 - Connections: Rexec

The applications field enables to specify the name of the application program you want to
start. You will have either to specify the syntax for the “display” option or to enable to pre-
selected display option. Please note that this device features an access control facility that
is activated by default.

Therefore, when you create a Rexec connection, please ensure you have added the host
into the Xhosts list (see page 36).

Telnet

Telnet allow allows the user to connect to a UNIX, or Linux server, using a Telnet session.
This differs from the more full-featured Pericom terminal emulation suite; that allows variety
of different terminal emulations.

‘ Connection Name : ‘ |Login

‘ Server ‘ |

‘ Port - ‘ .

‘ Calumns (20 fo 80) : ‘ .

‘ Lines (5 to 25) : ‘ |

‘ Eackground colar : ‘ Black = |
|

Foreground colar : ‘ White = |

Figure 86 - Connections: Telnet
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VNC

VNC stands for Virtual Network Protocol. It is a remote control software which allows you to
view and interact with one computer (the server) using a simple program (the viewer) on
another computer anywhere on network.

Connection Mame : |Shad0wing
SErver : |
Screen : |
Password : |
Encryption : R =
| Shared Session : | r
| Wiew Cnly | -

Figure 87 - Connections: VNC

If you use the VNC Viewer in a classroom or training environment, then you might need to
select the Share Session option. This prevents the VNC viewer from disconnecting an
already connected VNC viewer.

The VNC server will be shared by several VNC viewers. The view only option will prevent
from interacting with the server. All inputs will be ignored (Keyboard and Mouse).

Web-Browser

A Web-Browser allows you to establish a connection to the Internet or a local intranet site.
You thin client device uses either Netscape Navigator or Mozilla Firebird, depending on the
model of Netvoyager thin client you have purchased. In this document we will focus on the
Firebird browser as most of the connection features are similar to the Netscape Navigator
features.

Connection Mame ;

I Web-Browsing

Horne Fage : Ihttp:ﬂ
Graphical user Interface Stanclard J I
Language - English ¢ Defaulty | |

Figure 88 — Connections: Web-Browser - Mozilla Firebird
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The thin client allows you to start the browser based on the following GUI settings available:
Standard: Mozilla comes up with the standard menu bar. For instance, user will be
able to access or store data on Storage Drives.

Kiosk: Mozilla comes up with a limited menu bar version. For instance, user won't be
able to access or store data on Storage Drives.

Super-Kiosk: Mozilla comes up with a pure HTML interface. Menu bar, Icons bar and
right-click menu are disabled.

¥ lutriast_ivvscin - LBE%
Etn Ecfl Wmw  Go Pookreres  Tools . Hep [
¥ s @ 0 W (1] e gongle i N ]
8 Francs
_Imagen _Grupes _Réperinie Achiakiés
I f fErarcea
Rechamche Gnmlu | =i o ln chance | = m
Facramne dans . & Web T Pages Vencophongs © Pages  Fance
B o Tl . . -
00 Gt - Wt cle peges W ressnysiiet g Caooegle | 3,307 580,701
Core

Figure 89 - Connections: Web-Browser: Mozilla Firebird - Standard GUI

™ luberes_Besssieg - [ -1
g France
[ wob | bmages _Ripnrale Actuslbds
I -D'.I.h.u.:‘.l.l.
Recheiche Goagle | faide la chence | - Cudls by gilbes

Factarcher dar : & wab ' Pages fancophones © Pagas  Frants

Eublicti® - Gpeais Toolber - A progoe de Googls - Goaghs con in Englsh

@004 Grogh - Hambew da pagan Wb recarsi par Googh © 3,100,206, 01

Figure 90 - Connections: Web-Browser - Mozilla Firebird - Super Kiosk GUI

By default, you can store only part of preferences within the file system according to the
following rules:

Bookmarks up to 10 kb

Cookies up to 50 kb

All Passwords

All Certificates

Some Preferences (fonts, display...)

When Disk Mounting is available, then you can store ALL the preferences and data within
Disk Mounting.
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To set up a WAN connection, you can use either PSTN, ISDN or ADSL (PPoE) modems.
The general PPP settings that apply to all kinds of modems are;

Connection Name ; | =]
kodem type : PSTM
I50M Q
Caonnection Timeout {in 5 : | ADSL
| Default Route | ||
| Use DHCF : | |
| Use Peer DNS : | =
Authentication : PAP =)
Lagin : |
Fassword : |
Remote Server Mame (optional) |

Cancell et :-|

Figure 91 - Connections: PPP

Once the modem type selected, you can specify the period of time (in seconds) of inactivity
after which the connection will be disconnected automatically.

By Enabling Default route, you are setting the thin client's default route to the PPP
connection.

If you wish to get an IP assigned automatically by the provider's DHCP, then you can specify
it at this stage. Otherwise, you will have to set it up manually in the next configuration
screen.

You can choose between several authentication types that match the requirements of your
provider. Finally, you can enter the login and the password of your connection account.
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PSTN specific parameters

Some modem types cannot be used, specially the so called “WIN” modems. All external
modems that are connected on the COM ports or internal PClI modems that can be
configured to behave like an external modem will work. (If possible, choose modems with a
“Venus Lucent” chipset)

Tel Mumber : I
Modem PORT : serial Moderm on COkT _ |
Flow Control Hardware — |
Modem speed : 139200 — |
Init String - |
Laocal IP : |
Remote |F : |
Domain (if needed) : |
PPP-Deflate Compression : -
EsD-Compress Compression : (I
WJ Compression ; [ ]

Figure 92 - Connections: PPP-PSTN

First of all, the PSTN configuration screen requires entering the phone number d your
provider. Then you can select on which com port the modem is installed.

Usually, Com Port 1 and 2 are dedicated to external modems whereas Com port 3 or 4 is for
internal modems.

The init String field can be used to specify a special initialization string that is required by
your modem.

In case you disabled the Use DHCP option on previous screen, you will have to manually
enter your IP address and the IP address of the server.
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ISDN specific parameters

The second way to set up a WAN connection is by using an ISDN card PCI or PCMCIA.

Tel Mumber : ||

Card Type ; AYM Fritz PO 1|

Line Protocol ; Euro ISON 1|

RSN |

Local IP : |

Remate IP : |

Domain (if needed) - |

EsD-Compress Compression : (1

VJ Comprassion B

Figure 93 - Connections: PPP — ISDN

First of all, the ISDN configuration screen requires entering the phone number of your
provider. Then you can select the card type that matches your requirements.

In case you disabled the Use DHCP option on previous screen, you will have to manually
enter your IP address and the IP address of the server.
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ADSL (PPoE) specific parameters

Connection Name : ISP

DIALUP - ADSL

Figure 94 - Connections: PPP - ADSL (PPoE)

The only setting required for ADSL connections, is to specify the ethernet device to use. All
Ethernet devices detected are shown within the dropdown list.
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SSH

SSH Stands for Secure Socket Shell. It provides secure encrypted communications
between two hosts (or host and terminal) over an insecure network. X11 connections can
also be forwarded over this secure channel.

Connection Mame I Lkiz=_Server
Serwver |
Fart : I—
Lzer : |
Coarrand : |
Force protocal wersion {O=autod 0 — I
| Enakle ¥11 farwarding : | r
| Enzhle compressiar | -
| Disable window resizing : | r
Colurnts €20 to 80 - |—
Lines {5 to 253 - |—
Background colar ; Elack | |
Fareground colar ; White I |
Edit ranually S5H keys file : Edlit S5H keys I

Figure 95 - Connections: SSH

SSH configuration screen requires first that the remote host connection details such as
Server IP or DNS name, Port Used and Username.

You will have to specify the name of the application program you want to start. Depending
on your requirements, you may have to add to the command line, the display option.

SSH version 1 and 2 are supported. You can force manually to protocol version to use,
otherwise you can leave it as automatic.

If needed, you can also enable X11 forwarding. X11 connections will be automatically
forwarded to the thin client in such a way that any X11 program started from the shell (or
command line) will go through the encrypted ssh channel.
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VPN PPTP

PPTP stands fro Point-to-Point Tunnelling Protocol. PPTP is a protocol that allows
expanding corporate networks through private "tunnels" over the public Internet. This kind of
protocol is known as a virtual private network (VPN).

Caonnection Mame ; ||

Server |

Login : |

Passwoard |

Suthentication ; FaP |

Diomain : |

Metwark address |

Metmask |

Encryption :

40 bits Encryption :

128 hits Encryption :

H H B =

State Full Encryption :

Lacal IP : |

Remote P : |

Uze Peer DMNS : r

Figure 96 - Connections: PPTP

Please note that for connections to a windows Remote Access Server that uses encryption,
MS-CHAP V2 authentication is required.
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Advanced Administration

This section contains advanced information intended for the thin client administrator's use
and server-based computing specialist.

Remote HTTP Administration

The Netvoyager LX series have a built-in HTTP server, Administrator can connect to the thin

client using any web-browser on the network. This enables you to remotely configure the thin
client.

3 Configuration Utility - Microsoft Internet Explorer | :_' = |I:I|1!

e nvoyager
Setup

Logout
Shadow

User
permissions

“# Connections i

& Global
Internet
settings

e Global ICA
Settinzs

o Confizuration

» User
Interface

Figure 97 - Advanced: Remote HTTP Administration — Overview

When you remotely connect to the thin client setup using any browser you will notice two
additional menus in the navigation frame
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Sending a Message

1) B0 e

BResecene - | 3 PeRS in]o

Figure 98 - Advanced: Remote 'a-
HTTP Administration: Send i
Message ..
: Lot Enter the mencage in sesd (<200 characters)
* Ui
ISIEDIRES
L}‘ Fleasm cCICEE JOOI CORSECCADAE. _:]
% =. Tha IT Macmgad
TN
= okl
SemngL

Figure 99 - Advanced: Remote
HTTP Administration: Message
Sent

Shadow the Thin Client

R e
Ve | K] A dministration

Figure 100 - Advanced: Remote
HTTP Administration: Shadowing
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